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	Reason for change:
	In the SA2#145 meeting it was agreed to differentiate the NSAC per acess type.  While the NSACF is aware about the different access types used by the UE to register with an S-NSSAI in 5GS, it is unclear how the NSACF knows the access type when the UE is registered in the EPC.  The SMF + PGW-C should also be able to send the access type parameter in the update request to the NSACF for maximum number of UEs and/or for maximum number of PDU Sessions per S-NSSAI. 

Furthemore, clause 5.15.11.2 does not specify that the access type differentiation is also applicable to the the NSAC for maximum number of PDU Sessions in the 5GS. 


	
	

	Summary of change:
	It is proposed that the access type also applies for NSAC when the UE uses EPS and for NSAC for maximum number of Sessions.  
[bookmark: _Hlk79506446]The SMF + PGW-C determines the access type based on the source entity/NF requesting the establishment of the PDN connection, e.g.
 a) if SGW requests the PDN Connecion via S5 interface (or S5-C interface), the SMF + PGW-C determines that the access type is 3GPP.
 b) If the PDN Connection is requested via S2b interface (e.g. from ePDG) or via S2a interface, the SMF + PGW-C determines that the access type is non-3GPP.

Further, in clause 5.15.11.1 text clarifications are provided. 


	
	

	Consequences if not approved:
	The NSAC for maximum number of PDU Sessions does not differentiate the used access type. 
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* * * * start of 1st change * * * *
[bookmark: _Toc75440713]5.15.11.1	Maximum number of UEs per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of UEs registered for a network slice so that it does not exceed the maximum number of UEs allowed to register with that network slice. The NSACF also maintains a list of UE IDs registered with a network slice that is subject to NSAC. When the current number of UEs registered with a network slice is to be increased, the NSACF first checks whether the UE Identity is already in the list of UEs registered with that network slice and if not, it checks whether the maximum number of UEs per network slice for that network slice has already been reached.
The AMF triggers a request to NSACF for maximum number of UEs per network slice admission control when the UE's registration status for a network slice subject to NSAC may change, i.e. during the UE Registration procedure in clause 4.2.2.2.2 of TS 23.502 [3], UE Deregistration procedure in clause 4.2.2.3 of TS 23.502 [3], Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 of TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 of TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 of TS 23.502 [3].
[bookmark: _Hlk79443751]The UE may register or deregister for an S-NSSAI via 3GPP access and/or non-3GPP access as described in clause 5.15.5.2.1. When the UE is deregistered for an S-NSSAI, the access type may indicate 3GPP access or non-3GPP access or both. The AMF provides the access type to the NSACF when triggering a request to NSACF increase or decrease the number of UEs. The NSACF takes access type into account for increasing and decreasing the number of UEs per network slice. The NSACF stores UE ID with the associated access type, i.e. there may be multiple entries in the NSACF associated with the same UE ID but for different access types.	Comment by Moto-1: Not needed, as the following sentence describes that the AT is provided during increase or decrease. 
NOTE:	For example, if the information configured in the NSACF is configured to apply NSAC includes for 3GPP Access Type only, the NSACF counts registration via 3GPP Access Type only. If the information configured in the NSACF is configured to apply NSAC forincludes both Access Types, and the UE newly registers via 3GPP access while the UE is already registered via non-3GPP access (or vice versa), the NSACF update the UE ID with both 3GPP access type and non 3GPP access type.
* * * * end of 1st change * * * *

[bookmark: _Hlk79444136]* * * * start of 2nd change * * * *
[bookmark: _Toc75440714]5.15.11.2	Maximum number of PDU sessions per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of PDU Sessions per network slice so that it does not exceed the maximum number of PDU session allowed to be served by that network slice. When the current number of PDU sessions with the network slice is to be increased, the NSACF first checks whether the maximum number of PDU sessions per network slice for that network slice has already been reached.
The anchor SMF triggers a request to NSACF for maximum number of PDU sessions per network slice control during PDU session establishment/release procedures in clauses 4.3.2 and 4.3.4 of TS 23.502 [3].
The SMF provides the access type to the NSACF when triggering a request to increase or decrease the number of PDU Sessions. The NSACF takes access type into account for increasing and decreasing the number of PDU Sessions per S-NSSAI to enable independent counting of PDU Sessions per access type. 
NOTE:	I-SMF does not interact with NSCAF.
* * * * end of 2nd change * * * *

* * * * start of 3rd change * * * *
[bookmark: _Toc75440717]5.15.11.5	Support of Network Slice Admission Control and Interworking with EPC
If EPS counting is required for a network slice, the Network Slice Admission Control for maximum number of UEs and/or for maximum number of PDU Sessions per network slice is performed at the time of PDN connection establishment in case of EPC interworking. To support the NSAC for maximum number of UEs and/or for maximum number of PDU Sessions per network slice in EPC, the SMF+PGW-C is configured with the information indicating which network slice is subject to NSAC. During PDN connection establishment in EPC, the SMF+PGW-C selects an S-NSSAI associated with the PDN connection as described in clause 5.15.7.1. If the selected S-NSSAI by the SMF+PGW-C is subject to the NSAC, the SMF+PGW-C triggers interaction with NSACF to check the availability of the network slice, before the SMF+PGW-C provides the selected S-NSSAI to the UE. If the network slice is available, the SMF+PGW-C continues to proceed with the PDN connection establishment procedure.
The NSACF performs the following for checking network slice availability prior to returning a response to the SMF+PGW-C:
	If:
-	the UE identity is already included in the list of UE IDs registered with a network slice (if Network Slice Admission Control for maximum number of UEs is applicable) and the current number of PDU sessions is below the maximum number (if Network Slice Admission Control for maximum number of sessions is applicable); or
-	the UE identity is not included in the list of UE IDs registered with a network slice and the current number of UE registration did not reach the maximum number (if Network Slice Admission Control for maximum number of UEs is applicable), and the current number of PDU sessions did not reach the maximum number (if Network Slice Admission Control for maximum number of sessions is applicable);
	then the NSACF responds to the SMF+PGW-C with the information that the network slice is available. The NSACF includes the UE identity in the list of UE IDs if not already on the list and increases the current number of UE registration (if Network Slice Admission Control for maximum number of UEs is applicable) and increases the current number of PDU sessions (if Network Slice Admission Control for maximum number of sessions is applicable).
If the esatablishment of a new PDN Connections is with a different SMF+PGW-C from the SMF+PGW-C used for already existing PDN connection associated with the same S-NSSAI, each SMF+PGW-C will send a request for update (e.g. increase or decrease) to the NSACF. The NSACF may maintain a registration entry per SMF+PGW-C for the same UE ID.
The SMF+PGW-C provides the access type to the NSACF when triggering a request to increase or decrease the number of UEs and/or the number of PDU Sessions for an S-NSSAI. The SMF + PGW-C determines the access type based on the source entity/NF requesting the establishment of the PDN connection.
NOTE 1:	For example, the SMF + PGW-C determines that the access type is 3GPP if a SGW requests the PDN Connecion via S5 interface (or S5-C interface). If the PDN Connection is requested via S2b interface (e.g. from ePDG) or via S2a interface, the SMF + PGW-C determines that the access type is non-3GPP.
When the UE with ongoing PDN connection(s) moves from EPC to 5GC, the SMF+PGW-C triggers a request to decrease the number of the UE registration in NSACF and the AMF triggers a request to increase the number of the UE registration in NSACF when the UE is registered in the new AMF. If there are more than one PDN connections associated with the S-NSSAI, the NSACF may receive multiple requests for the same S-NSSAI from different SMF+PGW-Cs. When the UE with ongoing PDU session(s) moves from 5GC to EPC, the SMF+PGW-C triggers a request to increase the number of the UE registration in NSACF and the old AMF triggers a request to decrease the number of the UE registration in NSACF when the UE is deregistered in old AMF. If there are more than one PDU sessions associated with the S-NSSAI, the NSACF may receive multiple requests for the same S-NSSAI from different SMF+PGW-Cs. The NSACF maintains a list of UE IDs based on the requests from SMF+PGW-C(s) and AMF, and adjusts the current number of registrations accordingly.
When the UE with ongoing PDN connection(s) moves from EPC to 5GC, or from 5GC to EPC, the session continuity is guaranteed as the admission was granted at the time of PDN connection establishment, i.e. the number of PDU session is not counted again in 5GC.
Editor's note:	NSAC mechanism during the mobility between EPC and 5GC can be revisited to make it align with 5GC mechanism, i.e. mobility between AMFs.
If the PDN connection associated with S-NSSAI is released in EPC, the SMF+PGW-C triggers a request (i.e. decrease) to NSACF for maximum number of PDU sessions per network slice control. The NSACF determines to decrease the current number of registrations and remove the UE identity from the list of UE IDs if the PDN connection(s) associated with S-NSSAI are all released in EPC.
Editor's note:	It is FFS whether one NSACF is in charge of registration and session admission control, or there are respective NSCAFs for registration and session admission control, depending on the deployment scenarios.
NOTE 2:	Network Slice Admission Control in EPC is not performed for the attachment without PDN connectivity.
If EPS counting is not required for a network slice, the Network Slice Admission Control for maximum number of UEs and/or for maximum number of PDU Sessions per network slice is performed when the UE moves from EPC to 5GC, i.e. when the UE performs mobility Registration procedure from EPC to 5GC (Network Slice Admission Control for maximum number of UEs per network slice) and/or when the PDN connections are handed over from EPC to 5GC (Network Slice Admission Control for maximum number of PDU Sessions per network slice). The SMF+PGW-C is configured with the information indicating the network slice is subject to NSAC only in 5GS. The PDN connection interworking procedure is performed as described in clause 5.15.7.1.
Editor's note:	It is FFS whether and how to support session continuity if either the current number of UE registration or the current number of PDU sessions reaches the maximum number when the UE moves from EPC to 5GC.
* * * * end of changes * * * *

